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LEGAL NOTICE NO. 53 OF 2013
Money Laundering (Presciption of Form) Notice, 2013

Pursuant to section 16(10) of the Money Laundering and Proceeds of Crime Act
2008, 1,

DR. LEKETEKETE VICTOR KETSO

Minister of Finance prescribe the form set out in the Schedule as the form to be
used for reporting any transaction in excess of M100,000.00

DR.LEKETEKETE VICTOR KETSO
MINISTER OF FINANCE

NOTE

j Act No. 4 of 2008



228

Schedule (section 16 (10) of the Act)

wreshold Transaction Reporting Form!

Camplete as much as possible. For t the ete!
items that do not apply or for which
information is not available, write

B - The Director

s ’f’_n,‘m P e pededlic Financial Intelligence Unit
report nddlt!vﬂal suspects or fo Central Bank of Lesotho
provide additional information, use Building
additional pages and/or include this Private Bag A64
inforination in the narrative and Maseru 101

provide/attach copies of suspicious
achivity or transaction

It is an offenice under section 24 of the Money Laundering and Proceeds of Crime Act No. 4 of 2008 for any Acceuntable Institution, director, officer, or
employee thereof to disclose to their customer/client or third party that information was provided to the Financial Intelligence Unit or that a report concerning
suspected money laundering will be, is being or has been submitted to the Financial Intelligence Unit or that & money laundering investigation is being or has
been carried out.

Institution Name: | Nature of Business Ba cou urarnce, elc.
Report Number: ] Fltc.
Previous Report Number Branch Name

L

I

Postal Address: (where transaction rred ical Address: (where transaction occurred

2, PARTICULARS OF COMPLIANCE OFFICER

Position: [7 J Telephone. I J
First Name: I ] Email I J
Surname: I I Fax. I J

! Reporting of any transaction in excess of M100, 000.00 is required under section 16 (10) of the Money Laundering and Proceeds of Crime Act No. 4
of 2008. Section 21 requires Accountable Institutions to pay special ion to all 1 1 or large jons and all i patterns of
transactions
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Companents of the transaction®

Gash Components, Non Cash Components
Obtained  Type Value Obtained
ar ar
Maloti Provided? Provided
- Chegue(s) international
‘;:::"Al"m Funds Transfer
U3 Dollars Travelers Cheques |0/ P] Loan (723
Money Orders. [0/ P] Negotiable [0/ P
Euros Instrument
Account Funds [0/ P) Gaft(s) [0/ P]
Transfer
Shares [0/ 7] Securities To/
Bank Drafts 107 ) Tetters of Credit o7 7
Postal Orders 10/F] Bonds [0/ P
Mobile Money [0/ P) Contributiona/ [0/ 7]
Premiums
Purpose on the Transaction:

CULARS OF PRO WHERE PROPERTY INV( 2115 LAND

Location of Property: (Area) Property Value:
Name of Holder l Surmame of Holder:

Gender: Male: Female' Maiden Name:

O o l |
Date of Birth. lDalv:J I_Mltﬂlhl | \lfe_a_i_l_j Citizenship: |

Passport Number: Occupation.

[T T T T T[T} L |

‘A large transaction in excess of M100, 000 00 may involve either-a cash transaction or non-cash transaction in excess of the prescribed amount. The
transaction may alsa involve a combination of both cash and non-cash instrument/ means, the tota) value of which exceeds M100, 000.00.
? Tick whichever is applicable, where O = Obtained and P = Pravided
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Companents of the transaction®

Gash Components, Non Cash Components
Obtained  Type Value Obtained
ar ar
Maloti Provided? Provided
- Chegue(s) international
‘;:::"Al"m Funds Transfer
U3 Dollars Travelers Cheques |0/ P] Loan (723
Money Orders. [0/ P] Negotiable [0/ P
Euros Instrument
Account Funds [0/ P) Gaft(s) [0/ P]
Transfer
Shares [0/ 7] Securities To/
Bank Drafts 107 ) Tetters of Credit o7 7
Postal Orders 10/F] Bonds [0/ P
Mobile Money [0/ P) Contributiona/ [0/ 7]
Premiums
Purpose on the Transaction:

CULARS OF PRO WHERE PROPERTY INV( 2115 LAND

Location of Property: (Area) Property Value:
Name of Holder l Surmame of Holder:

Gender: Male: Female' Maiden Name:

O o l |
Date of Birth. lDalv:J I_Mltﬂlhl | \lfe_a_i_l_j Citizenship: |

Passport Number: Occupation.

[T T T T T[T} L |

‘A large transaction in excess of M100, 000 00 may involve either-a cash transaction or non-cash transaction in excess of the prescribed amount. The
transaction may alsa involve a combination of both cash and non-cash instrument/ means, the tota) value of which exceeds M100, 000.00.
? Tick whichever is applicable, where O = Obtained and P = Pravided
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Telepho:

Postal Address. Physical Address:

2. PARTICUL 9 T T E NEGOT X ) {ER THAN CURRE

Name of Holder: Surname of Holder:

Gender: Male. Female: Maiden Name:

Citizenship:
|
Institution Drawn From. I Name of Payee. |
t; Date 1 nt,
! | |

Number of Instrument. j Detailst | I

3. PARTIC ) WVOLVING AC

Account Number: Account Holder's Name:

Holder's Passport Number Ii! natural Trson): Regn_sl‘ tration Number rif Lei;gl Entity):

Date Opened Day: Month Year: Citizenship:

Signatory of the Account. Relationship of Signatory if not owner:

¢ Attach copy bearing details of any endorsement appearing on the instrument
. Attach copy of identification details for account holder if natural person or identification details of office bearers if legal entity
Use additi pages for p of providing i ification i jon. This should apply even when more signatories are involved
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Politically Exposed Persorn (“PEP")?  Yes. No: D

urname:

= 1

Gender: ﬁe Fﬁle

Maiden Name:

rﬁ_ﬁunshio‘

Passport Number:
[ HEEEEEEEN
Occupation®: I

Copy Made:  Yes

O

Telephone:

Postal Address:(locnl)

Physical Address.

R OF

THE TRAN!

Name of Entity:

Legnl Status/Type of Business/ Type of Institution.

IN (if legral entity)

Registration I oun Inco
Principal Owner®: Beneficiary:
Authorized Agent Position:

Polmcally exposed person (PEP) means an individual who is or has been entrusted with prominent public functions such as Heads of other states
or of G ister or Assi Minister in the Gcrvemmcnt, a holder of a statutory position, a senior officer of the disciplined forces, a

M

holder of an exccuuvc post in a political party, a Chief Magi or Resid

* For purposes of occupation in this Form, give position of the cond of the

employer, physical and postal add of the
status in the business, and physical and postal addresses.
* Use additional pages if more Principal Owners or Beneficiaries are involved

Chief Accounting Officers, Members of Pariiament, a Chief
Executive of State-owned corporatmn, the Accountant-General, the Governor of the Ccntral Bank and the Deputy Governor of the Central Bank
d and particulars of the employer {(e.g name of
ployer). If self employed, give the particulars of the business the conductor operates, his/her
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Gender:

Maiden Name:

Telephone:

— |

Passport Number:

LI

Postal Address.

Copy Made Yes No:

Physical Address.

Signature of the Compliant Officer:
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LEGAL NOTICE NO. 54 OF 2013
Money Laundering (Presciption of Form) Notice, 2013

Pursuant to section 18(2)(d) of the Money Laundering and Proceeds of Crime
Act 2008', 1,

DR.LEKETEKETE VICTOR KETSO

Minister of Finance prescribe the form set out in the Schedule as the form to be
used for reporting suspicious transactions.

DR. LEKETEKETE VICTOR KETSO
MINISTER OF FINANCE

NOTE

1. Act No. 4 of 2008
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Schedule (section 18(2)(d) of tt

10us Transactions Reporting Form!

Complete as much as possible. For Sent the completed form to;
items that do not apply or for whidh
information is not evailable, write

ANTA* : The Director
N/A”. I/mfm spaceis nezded to Financial Intelligence Unit
report addstional suspects or to Central Bank of Lesotho
provide additional information, use Building
additional pages and/or include this Private Bag A64
Maseru 101

information in the narrative and
providefattach copies of suspicious
activity or transaction.

Itis an offence under section 24 of the Money Laundering and Proceeds of Crime Act No. 4 of 2008 for any Accountable Institution, director, officer, or
employee thereof to disclose to their customer/client or third party that information was provided to the Financial Intelligence Unit or that a report concerning
suspected money laundering will be, is being or has been submitted to the Financial Intelligence Unit or that a money laundering irvestigation is being or has
been carried out.

lmh‘tui_inn Name: | Nature of Business. (eg. Bank, Accountant)

Report Number: Date:
| |

Previous Report Number

Postal Address: (where fransaction occurred| Physical Address. (where transaction occurred)

2. PARTICULARS OF COMPLIANCE QFFICER

Position: I , Telephone: I I
First Name. L | Email l l

Surname | , Fax I |

! Reporting of suspicious transactions is required under section 18 of the Money Laundering and Proceeds of Crime Act No. 4 of 2008. Section 21
requires Accountable Institutions to pay special attention to all complex, unusual or large transactions and all unusual patterns of transactions
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Nature of T i U 1 D pici D Dam:l |

Currency Involved: I Amount: [ l

Type of Funds® '7 4‘ Time [ J
L
|

Purpose on the Transaction.

Description of Transaction®

Grounds of Suspicion.

Action Taken: (Describe clearly and completely what action was or will be taken after the suspicion was formed)

? Funds means assets of any kind, whether tangible or intangible, movable or i ble, I quired, and legal d orinstrument in
any form, including el ic or digital, evidencing title in or interest in, including but not limited to: bank credits, bank cheques, travelers cheques,
money arders, shares, securities, bank drafts and letters of credit.

? Describe clearly and in detail the facts or circumstances that led to the suspicion of the ionor d ion. Explain who

benefitted, financially and otherwise, from the transaction, how much, and how. Describe supporting documentation pertaining to the transaction
and retain for five (5) years. Use additional pages if necessary



TICULARS OF ¢

/Politicallv Exposed Person)

Politically Exposed Person!: (“PEP")? Yes‘D

Name. | Surname: I
Gender: Male: Female: Maiden Name: I
Date of Birth. Qi\x- l_Mlqm_bl ﬁga; F_ﬁ;;mhin I
Passport Number: Copy Made.  Yes. No:

[ I T T T TTTT]
Qccupation’: I Telephone:
Postal Add local, Physical Address.

2. PARTICULARS OF CONDUCTOR OF THE TRANSACTION (if lezal entity)

Na: Entity: I Legal Status/ Type of Business/Type of Institution:
istration A l Country of Incorporation. l
Principal Owners: Beneficiary:

! Politically exposed person (PEP) means an individual who is or has been entrusted with prominent public functions such as Heads of other states
or of Government, a Minister or Assistant Minister in the Govemment, a holder of a statutory position, a serior officer of the disciplined forces, a
holder of an executive post in a political party, a Chief Magi or Resident Magi Chief A g Officers, Members of Parli a Chief
Execunve of Stat d corporation, the Acc -Geneml the Governor of the Central Bank and the Dcputy Governor of the Central Bank

* For purposes of occupation in this Form, give position of the conductor of the transaction if employed and pamculnrs of the employer {e.g. name of
employer, physical and postal addresses of the employer) If self employed, give the particulars of the busi the P his/her
status in the business, and physical and postal addresses.
* Use additional pages if more Principal Owners or Beneficiaries are involved
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Authorized Agent: Position:

Gender- Male: Fermale: Maiden Name:

= o I ]

Passport Number: Copy Made: Yes No:
I O I A B A
Postal Address: 1) Physical Address.

PART IV: DETAILS OF SPECHIC TRANSACTTON

1. PARTICULARS QF PROPERTY WHERE PROPERTY INVOLVED IS LAND

Name of Holder: Sumame of Holder:

Gender Male Female Maiden Name

—
Date of Birth Day* Month. Year: Citizenship
O OO OO 1] o
P; ort Number: Qccupation
I A
Lacation of Property: {Area) Value ol‘l’mg.eny
Telephone

Postal Address Pliysical Address

SRR EE N
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2 PARTICULARS OF A TRANSACTION INVOLVING A NEGOTIABLE INSTRUMENT OTHER TH:

Name of Holder Surname of Holder

Gender Male Female Maiden Name

Citizenship: ]
Institution Drawn From, Name of Payee: |

Amount, Date of the Instrument

Number of Instrument | Details” I |

"AILS WHERE TRANSACTION ACCOUNT(S)

Account Number: Account Holder's Name
LI P T T IT] |
Gender Male: Female Holder's Passport Number.
o LT T CTTT]

Date of Birth. Day Month Year: Citizenship

HEREEIEEEN l |
Signatory® of the Account Relationship if not owner

Signature of the Compliant Officer |

? Attach copy bearing details of any endorsement appearing on the instrument
! Use additional pages if more accounts are involved
* Use additional pages for purposes of providing identification information. This should apply even when more signatories are involved
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LEGAL NOTICE NO. 55 OF 2013
Money Laundering (Accountable Institutions) Guidelines, 2013

In exercise of the powers conferred upon the Financial Intelligence Unit by sec-
tion 15(2)(e) of the Money Laundering and Proceeds of Crime Act 2008',1,

PALESA KHABELE

Director of the Financial Intelligence Unit, issue the following guidelines:
Citation and commencement
1. These guidelines may be cited as the Money Laundering (Accountable
Institutions) Guidelines 2013 and shall come into operation on the date of pub-
lication in the Gazette.
Interpretation
2. In these Guidelines, unless the context otherwise requires, words and
expressions used shall have the same meaning respectively assigned to them in
the Money Laundering and Proceeds of Crime Act 2008, (hereinafter referred to
as “the Act”).
Responsibilities and accountability
3. An accountable institution shall establish clear responsibilities and ac-
countabilities to ensure that policies, procedures and controls are in place and
maintained to deter criminals from using its facilities for money laundering pur-
poses.
Compliance officer
4. 1) An accountable institution shall appoint a compliance officer
who shall be the central point of contact with the Sector Supervisory Authority
and the Unit.

2) The Compliance Officer shall be responsible for:

(a) receiving and vetting unusual, suspicious or attempted
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(b)

©

(d)

Procedures

suspicious activity reports from staff of the accountable
institution;

filling unusual, suspicious or attempted suspicious
reports in all relevant sections of the Suspicious
Transactions Reporting Form prescribed under the Act;

developing an anti-money laundering programme and
ensure that it is enforced; and

coordinating training of staff in anti-money laundering
awareness and detection methods, and such other
measures for combating money laundering.

5. An accountable institution shall -

(a)

(b)

(©)

(d)

(e)

®

establish sufficient procedures for the identification and
verification of its customers or clients, as the case may
be;

have procedures for the prompt validation and reporting
of unusual, suspicious or attempted suspicious transac-
tions to the Unit;

provide its Compliance Officer with the necessary
access to systems and records to fulfill the responsibili-
ties imposed under these guidelines;

maintain close cooperation with the Unit and Sector
Supervisory Authority;

make arrangements to verify, on a quarterly basis, com-
pliance with policies, procedures and controls relating
to money laundering activities in order to satisfy Sector
Supervisory Authorities and the Unit that the require-
ments to maintain such policies, procedures, and con-
trols have been fulfilled; and

afford Sector Supervisory Authorities and the Unit suf-
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ficient access to policy, procedures and control docu-
ments relating to money laundering maintained at all rea-
sonable times when so requested.

Know Your Customer

6. ) An accountable institution shall -

(a) satisfy itself that a prospective customer, client or any
other person on whose behalf the customer or client is
acting is who he or she claims to be; and

(b) obtain identification particulars of a customer or a client

by reference to a document obtained from a reputable
source which bears a clear and easily identifiable photo-

graph.

(2) A deposit taking accountable institution shall establish clear and
consistent policies that deal with procedures and controls in situations where
satisfactory evidence of identity cannot be obtained.

3) The customer’s or client’s identity shall comprise:

(a) for a natural person:
@) name and surname;
(ii) residential address;
(i)  citizenship;
(1v)  copy of passport;
) telephone number, if any;

(vi) occupation and place of work; and

(vil))  gender;
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(b)

for a legal entity :

@)
(i1)
(ii)
(iv)
v)
(vi)
(vii)

(viii)

name;

place of incorporation;

registered office address;

legal status;

registration or licensing number;

directors, secretary and other office bearers;
authorized agent; and

beneficiaries.

@) An accountable institution shall -

(a)

(b)

require the following documents to verify particulars of
identity provided on behalf of a legal entity:

®
(i)

(111)

(iv)

certificate of incorporation or registration,;

memorandum, if applicable and articles of
incorporation;

certificate showing the registered office of the
legal entity; and

particulars of current directors;

obtain and verify -

@

particulars of identity of trustees, nominees, or
fiduciaries and the underlying beneficiary on
whose behalf a business transaction is entered
into, and the purpose for which the transaction is
entered into shall be established;
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(i1) the identity of the underlying principals, in par-
ticular those who are supplying and have control
of the property.

4) A deposit taking accountable institution shall obtain and verify
particulars of identity of members and office bearers where transactions are con-
ducted for clubs or society.

6) For the purposes of this guideline, subguideline (3)(a) shall apply
to persons referred to in subguidelines (3)(b)(vi), (vii), (viii), (4)(a)(iv) and (5).

Purpose of business relationship
7. An accountable institution shall -

(a) obtain a sound knowledge of the purpose for which the
customer or client is seeking to establish a business re-
lationship with the accountable institution; and

) report any dealing which appears not to fit the knowl-
edge base for which the business relationship was es-
tablished.

False identity

8. An accountable institution shall report any customer or client who has
established or attempted to establish a business relationship with the accountable
institution under a false identity.

Customer’s income

0. An accountable institution shall endeavour to make specific checks on
the customer’s or client’s income details to ensure that they are commensurate
to the customer’s or client’s identity details.

Account relationship

10. Where a business relationship is conducted through an account, an ac-

countable institution shall obtain and verify the particulars of the identity of the
customer or client at the time the banking or deposit account is opened.
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Once- off relationship

11. Where a business relationship is conducted on a once- off basis, a deposit
taking accountable institution shall obtain and verify the particulars of the iden-
tity of the customer or client at the time the transaction occurs, unless the deposit
to, or by, the customer or client is less than M20, 000.00.

Completion and verification

12. (1 Whenever verification of the customer’s or client’s identity is
satisfactorily completed, further verification shall not be necessary when the
customer or client subsequently undertakes transactions as long as regular con-
tact with that customer or client is maintained.

(2) When an existing customer or client closes a business relation-
ship but establishes another business relationship, there shall be no need for ver-
ification of the identity of the customer or client unless the business relationship
is established after a year or more after closure of the first business relationship.

3 Where one or more once- off transactions are linked and the de-
posits together exceed the limit of M20, 000.00, a deposit taking accountable
institution shall obtain and verify the particulars of the identity of the customer
or client.

4 A transaction shall not be considered to be linked to another if
they are separated by an interval of 3 months or more unless there is specific
evidence to the contrary.

Third parties

13. A deposit taking accountable institution shall obtain and verify the iden-
tity of a third party if the deposit is by, or on behalf of, a third party.

Power of attorney

14. €)) A holder of a power of attorney shall be subject to the identity re-
quirements under these guidelines.

2) An accountable institution shall keep and maintain records of
transactions undertaken in accordance with a power of attorney for a period of
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not less than 5 years.

Internet banking

15. An accountable institution offering internet banking facilities shall -
(a) put in place and implement procedures to identify and
authenticate the customer;
b) ensure that there is sufficient communication to confirm
the address and personal identity of the customer; and
(c) monitor, regularly, all accounts opened on the internet

and investigate and report attempted or suspicious and
unusual transactions.

On-going Customer Due Diligence (OCDD)

16. (1 An accountable institution shall -

(a)

(b)

(©)

monitor its customers or clients and their transactions on
an on-going basis to be called “on-going customer due
diligence” or “OCDD”;

observe the following OCDD requirements -

i) collection and verification of additional KYC
information;

(i1) a transaction monitoring programme; and

(iii)  an “Enhanced Customer Due Diligence”
(ECDD) programme;

have appropriate risk-based systems and controls based
on the nature, size, and complexity of the accountable
institution’s business and the money laundering risks
faced;
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(d) determine when it may be necessary to collect further
KYC information, or update or verify existing KYC
information;

(e) have a transaction monitoring programme to detect com-
plex, unusual large transactions and unusual patterns of
transactions, which have no apparent economic or law-
ful purpose;

() have an ECDD programme immediately upon deter-
mining that there is a high money laundering risk, or a
suspicious transaction activity has arisen; and

(g) pay special attention to the particulars of identity and
nature of a business transaction of a politically exposed
person.

@ When applying the ECDD programme referred to in subguide-
line (1)(f), an accountable institution shall consider issues such as whether to
analyze, verify, re-verify, update, or obtain any KYC information about a cus-
tomer or client, analyze and monitor the customer’s transactions, clarify the na-
ture of the customer’s or client’s on-going business with the accountable
institution, or report a suspicious transaction to the Unit.

Record keeping
17. 0 An accountable institution shall keep and maintain the following
records of its customers or clients’ business transactions for a period of five (5)
or more years beginning on the date a business transaction is conducted and en-
sure that they are readily available as required under the Act:

(a) daily records of transactions;

(b) receipts;

() paying-in books;

(d) customer or client correspondence; and

(e) cheques.
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form.

)

3

Records of transactions shall be kept either in hard or electronic

An accountable institution shall ensure that -

(a)

(b)

(c)

documents kept centrally are distinguishable between
transactions relating to different customers in their form
and content;

records of suspicions are not inappropriately disclosed
to the client or third party to avoid offences of tipping
off and prejudicing an investigation;

the following documents and records are kept:

@

(ii)

(iii)

(iv)

v)

(vi)

(vii)

(viii)

(ix)

documents used to verify identity of the cus-
tomer or client;

supporting evidence and records showing a busi-
ness transaction or service;

documents or information used to verify the
identity of a beneficial owner;

information on purpose and the intended nature
of the business relationship with the customer or
client;

records of on-going monitoring;

documents or information on politically exposed
persons;

documents or information on correspondent
banking relationships;

documentation on reliance on third parties;

records of decisions made on risk policy and risk
based approach applied;
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x) records of decisions made on veracity or ade-
quacy of previously obtained documents;

(xi)  records of evidence of training and compliance
monitoring;

(xii)  records of decisions on filling of, or failure to
fill, suspicious transaction reports; and

(xili) annual and other reports on the designated per-
sons on anti-money laundering systems and con-
trols.

Recognition of suspicious activities or transactions

18. 1 In these guidelines where there is a business relationship, a sus-
picious transaction may be one which is inconsistent with a customer’s or client’s
known, legitimate business or personal activities or with the normal business
activity of that type of account.

2) An accountable institution shall, as far as practicable, endeav-
our to know enough of its customers or clients and their business to recognise
that a transaction or a series of transactions is unusual.

3) For purposes of these guidelines, an accountable institution shall,
among others, consider the indicators or the questions in the Schedule to deter-
mine whether a customer’s or client’s transaction or activity is suspicious or not.

Reporting of suspicious transactions

19. )] An accountable institution shall, through its Compliance Offi-
cer, report suspicions of money laundering to the Unit.

(2) Upon receipt of a suspicious transaction from an employee of
an accountable institution, the Compliance Officer shall, on behalf of the ac-
countable institution, report the suspicious transaction or activity to the Unit in
the Suspicious Transactions Reporting Form obtainable in both hard and elec-
tronic form at the offices of the Unit, Central Bank of Lesotho Building and a
completed Suspicious Transactions Reporting Form shall be submitted, at least,
within a period of 7 days of forming a suspicion.
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3) Sufficient information shall be disclosed which indicates the na-
ture of and reason for the suspicion and where an accountable institution has ad-
ditional documentation in relation to the suspicion, that documentation shall be
made available.

4) A compliance officer shall -

(a) act honestly and reasonably in making determinations
on whether the customer or client is engaged in money
laundering and submit the report in good faith;

(b) determine whether the information or matters contained
in the transaction report give rise to a knowledge or sus-
picion that a customer or client is engaged in money
laundering and in making this determination, the Com-
pliance Officer shall consider all relevant information
available within the accountable institution, and any
other available sources concerning the customer or
client.

&) An accountable institution shall ensure that all employees deal-
ing with customers or clients know that they are obliged to report suspicious
transactions or activities to the Compliance Officer.

(6) An accountable institution shall ensure that -

(a) internal reporting lines are kept as short as possible, with
the minimum number of people between the person who
has developed a suspicion about a particular transaction
and the Compliance Officer to ensure speed and confi-
dentiality when reporting; and

(b) no obstacles are placed in the way of the reporting of
suspicions developed by their staff to the Compliance
Officer.

7 All suspcions reported to the Compliance Officers, and all in-
ternal inquiries made in relation to the suspicions, and the reason behind whether
or not to submit the suspicious transaction or activity report shall be documented
by the responsible person at the accountable institution.
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8) A compliance officer shall endeavour to submit a suspicious
transaction or activity report after undertaking reasonable internal enquiries to
determine that all available information has been taken into consideration and not
as a matter of routine.

9 An accountable institution may not receive feedback on the state
of an investigation if the investigation is of a confidential nature or if the matter
is sub judice.

(10) A compliance officer may be contacted to provide supplemen-
tary information after the Compliance Officer has submitted the suspicious trans-
action or activity report.

Termination of a business relationship after reporting

20. An accountable institution wishing to terminate a business relationship
with a customer or client after disclosure of a suspicious transaction or activity
by the customer or the client shall ensure that the termination does not in any way
“tip-off” the customer or the client and prejudice the investigations.

Education and training
21. ) An accountable institution shall -

(a) establish a training programme designed to ensure that
employees are aware of money laundering transactions
and are aware of their obligations to report suspicious
transactions or activities;

(b) develop manuals and training programmes to ensure that
employees are aware of their responsibilities;

() ensure that employees are educated on the importance
of the “Know Your Customer” (KYC) requirements for
money laundering prevention purposes; and

(d) ensure that employees, when a business relationship is
established, know enough about the type of business ac-
tivities expected in relation to the customer or client
from the onset to know what may constitute a suspicious
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transaction or activity at a future date.

(2) A general appreciation of the background to money laundering
and the subsequent need for reporting of any suspicious transaction or activity
to the Compliance Officer shall be provided to all new employees who will be
dealing with customers or clients irrespective of the level of seniority.

3) An accountable institution shall take measures to ensure that a
new employee is made aware of the legal requirement of reporting suspicious
transactions or activities.

4) Training shall be provided for on factors and new trends on
money laundering techniques that may give rise to suspicions and on the proce-
dures to be followed when the transaction is considered suspicious.

(5) An employee who is in the process of establishing a business re-
lationship with a new customer or client shall be made aware of the need to iden-
tify the customer and verify the identity information supplied by the customer or
client or any party acting on behalf of the customer or client.

(6) An employee who processes the settlement of bargains shall re-
ceive appropriate training in the processing and verification procedures and in
the recognition of abnormal settlement, payment or delivery instructions.

@) Training covering all aspects of money laundering control pro-
cedure shall be provided to those with the responsibility for supervising or man-
aging employees, as well as audit and compliance officers responsible for the
review of procedures used by accountable institutions to deal with faults or
weaknesses in systems or procedures used by accountable institutions.

®) An accountable institution shall ensure that refresher training at
regular intervals is conducted to ensure that employees do not forget their re-

sponsibilities.

9 Training for money laundering purposes shall be tailored to meet
the needs of the particular accountable institution.

Failure to comply

22. Failure to comply with these guidelines shall be punishable by an ad-
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ministrative sanction to be imposed by Sector Supervisory Authorities and the
Unit.

Sanctions

23. A sector supervisory authorities or the Unit may, by written notice, im-
pose an administrative penalty not exceeding M20, 000.00 on an accountable
institution, its directors, employees or agents for non-compliance with these

guidelines or any sanctions provided for by law under which the accountable in-
stitution is established and registered.

PALESA KHABELE
DIRECTOR, FINANCIAL INTELLIGENCE UNIT

NOTE

1. Act No. 4 of 2008
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SCHEDULE
(guideline 18(3))

INDICATORS OF SUSPICIOUS TRANSACTIONS

Indicators and questions to determine whether a customer’s or client’s
transaction or activity is suspicious or not. These indicators may not al-
ways be immediately indicative of a suspicious transaction or activity but
may give rise to further monitoring and due diligence.

1. Is the size of the transaction consistent with the normal activities of the
customer or client? Unusually large cash transactions made by an indi-
vidual or company whose ostensible business activities would normally
be generated by cheques and other instruments.

2. Is the transaction rational in the context of the customer or client’s busi-
ness or personal activities? Substantial increases in cash deposits of any
individual or business without apparent cause, especially if such deposits
are subsequently transferred within a short period out of the account and
to a destination not normally associated with the customer.

3. Has the pattern of transactions conducted by the customer or client
changed?
4, Where the transaction is international in nature, and the customer or

client is based overseas, does the customer or client have any obvious
reason for conducting business in Lesotho? If the customer or client is
based in Lesotho, is there any obvious reason for the customer or client
conducting business overseas?

5. Customers whose deposits contain counterfeit notes or forged
instruments.
6. Customers who seek to exchange large quantities of low denominations

notes for those of higher denominations.
7. Frequent exchange of cash into other currencies without good reason.

8. Customers transferring large sums of money to or from overseas loca-
tions with instructions for payment in cash.
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10.

11.

12.

13.

14.

15.

16.

17.

18.

Customers who have numerous accounts and pay in amounts of cash to
each of them in circumstances in which the total of credits would be a
large amount.

Any individual or company whose account shows virtually no normal
personal banking or business related activities, but is used to receive or
disburse large sums which have no obvious purpose or relationship to the
account holder or his business (e.g. a substantial increase in turnover on
an account).

Reluctance to provide normal information when establishing a business
relationship, providing minimal or fictional information or, providing
information that is difficult or expensive for an Accountable Institution
to verify.

Paying in large third party cheques endorsed in favour of the customer
or client.

Large cash withdrawals from a previously dormant or inactive account
or from an account which has just received an unexpected large credit
from abroad.

Substantial increases in deposits of cash or negotiable instruments by a
professional firm or company, using client accounts or in-house com-
pany or trust accounts, especially if the deposits are promptly transferred
between other client company and trust accounts.

Large number of individuals making payments into the same account
without an adequate explanation.

Customers who request that account statements and other correspon-
dence be kept at the Accountable Institution for collection or from whom
correspondence is returned marked “not known at this address” etc.

Frequent requests for travellers cheques, foreign currency drafts or other
negotiable instruments to be issued that are not consistent with known
customer profile.

Changes in employee characteristics, including but not limited to
lavish life styles.
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19.

20.

21.

22.

23.

24.

25.

26.

27.

28.

29.

30.

31.

32.

33.

Customers of casinos who request that payouts be sent to third parties,
particularly in jurisdictions of not their domicile.

Customers of casinos who deposit significant sums into their player ac-
counts and then withdraw the money without having undertaken much

gaming activity.

Multiple loans obtained over a short period of time with repayments
made in cash by either the contract owner or third parties

Multiple transactions of a similar nature on the same day in different
locations.

Purchasing high value assets including but not limited to movable and
immovable property followed by immediate resale with payment re-

quested via cheque.

Physical removal of large cash or negotiable instruments out of the
country.

Third party present for all transactions but does not participate in the
actual transaction.

Use of an intermediary to make insurance policy payments.
Unusual large transfer of money from an individual to a business.

Use of gatekeepers including but not limited to accountants or lawyers
to undertake transactions.

“U-turn” transactions occurring with funds being transferred out of the
country and then portions of those funds returned.

Investment cheques issued to a family member.
Frequent early repayments of loans.
Large cash deposits used for investments.

Large amounts of currency exchanged for travelers cheques.
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34, Frequent transfers indicated as loans sent from relatives.

35. Wire transfers to and from tax haven countries including but not limited
to Vanuatu and British Virgin Islands.

Printed by the Government Printer, P.O. Box 268, Maseru 100 Lesotho




 
 
    
   HistoryItem_V1
   InsertBlanks
        
     Where: after current page
     Number of pages: 1
     same as current
      

        
     1
     1
            
       D:20120615090153
       841.8898
       Spine 
       Blank
       5.6693
          

     3
     Tall
     1082
     214
    
            
       CurrentAVDoc
          

     SameAsCur
     AfterCur
      

        
     QITE_QuiteImposingPlus2
     Quite Imposing Plus 2.0d
     Quite Imposing Plus 2
     1
      

   1
  

 HistoryList_V1
 qi2base



